Accessing the ABS Network Drives from Off-site

The ABS shared drives (H, J, and K) are normally only accessible from a wired jack from within ABS.
However, ABS employees can also access our network drives from home or another off-site location.

This involves two basic steps summarized below, with detailed steps following.

1. Set up a Virtual Private Network (VPN) on the computer you will use to access the drives.

2.

Logon to the ABS VPN site.

Set up a VPN

1.

4.

Go to http://www.colorado.edu/oit/vpn to learn about VPN service at CU-Boulder.
Click on the Web Browser (VPN Web Interface) option.

Click on Access Instructions and follow the steps to install the VPN. Be patient while things load,

install, and open.

Once the VPN is launched, you can access general campus resources, such as myCUinfo.

Accessing ABS drives

1. With the VPN installed, go to https://cuvpn.colorado.edu/abs and logon with your Identikey.
2. This brings up the screen below. Follow the steps below in number order.
1) Click the Start button at the bottom of the screen.

2) Enter the drive you want.

3) Click the Browse button.

For J drive type:

For H drive type: \\ucbfiles3\absfiles\users\<your logon ID>
For K drive type:
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Welcome to the ABS Secure Access S5L VPN, ad\northrob.

You don't have any web bookmarks.

You don't have any files bookmarked.

Terminal Sessions

or 192.168.2.3)

You don't have any terminal sessions.

Client Application Sessions

£ Network Connect Start

Ste p 3 Click the Browse button.
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Ste p 1 Click the Start button.
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http://www.colorado.edu/oit/vpn
http://www.colorado.edu/oit/services/network-internet-services/vpn/help/vpn-web-interface
http://www.colorado.edu/oit/node/808
https://cuvpn.colorado.edu/abs

3. Entering the J drive address brings up the screen below. Just click to the folder/file you want.
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Home Prefarences DS0:08 Sign Out
Windows Files » AD > ucbfiles3 > Bookmark
G absfiles\ accounting\ Current Folder
[ Bookmark Selected... ] [ Delete... ] [ Download... l [ Upload Files... l ’ New Folder...
| accounting ||
Name® Tvpe Size Modified
D m 1549320 Folder Mon Oct 1 14:09:57 2012
[l EE ABS Photos Folder Tue Aug 14 08:16:24 2012 N
D [E Accounting Office Falder Mon Oct 29 13:06:30 2012
|:| EE AP Manusal Falder Sat Jun 2 09:57:57 2012
[l EE Budget Folder Sat Aug 25 03:10:09 2012
D EE Budgst Shorteut 885 Bytes Thu Jul 21 11:13:31 2011
[l EE Central Operation Folder Mon Oct 1 16:39:33 2012
D [E Central Operation - Shortcut Shortecut 795 Bytes Wed Oct 7 10:42:11 2009
|:| EE Charlotte's Invoicing, etc Folder Falder Mon Oct 29 14:15:48 2012
[l EE COA Reguests Folder Wed Oct 10 11:10:58 2012
D EE Collections Folder Thu Sep 27 16:48:43 2012
[l EE Cost Accountin Folder Mon Oct 22 12:45:57 2012
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4. The layout is a little different than what you may be used to, but it’s all there. You can use the
breadcrumbs (circled below) to locate where you are in the drive structure.
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Home  Preferences LAELEE Sign Out
Windows Files = AD > ucbfiles2 > Bookmark
absfiles\ accounting\ Accounting Office\ COMMON\ FY2012\ FY_End\ Current Folder

5. Security warning! If you access job-related files from home, take security precautions. If your
home computer is hacked, your passwords may be at risk including your Identikey. That puts
ABS and University information at risk. To find out how to keep your personal computer safe
and secure, see http://www.colorado.edu/oit/it-security/security-awareness. Also remember:
e As always, take the same care you do at the office when working on the ABS network

drives—deleting and moving files that don’t belong to you makes for a real bad day.
e Exercise the same precautions you do at work: log off from the ABS drives before leaving
your home computer unattended to prevent unauthorized access to University data.
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http://www.colorado.edu/oit/it-security/security-awareness

